Abstract

Stellar, a system that builds prioritized scenarios from the alerts produced by multiple heterogeneous network defense systems is presented. Stellar runs in realtime, combining the alerts into scenarios and assigning each scenario an evolving security risk. Security risk is assessed by a set of rules written in Security Assessment Declarative Language (SADL), a powerful language that combines network topology, mission, and alert context to evaluate scenario threat. The security risk of a scenario is reassessed each time the scenario changes providing realtime feedback to analysts via a graphical user interface. Experiments on real and synthetic data indicate that Stellar is both scalable and accurate.
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