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DevSecOps Methods1

This conceptual model serves as a guide for which methods and practices to consider when applying DevSecOps methodology to software-intensive 
DoD systems.  Successfully employing these methods requires a commitment to embrace modern software development culture and philosophy.  

Attempting to apply these methods in the absence of such a change in culture is unlikely to succeed.  It is also important to tailor these practices to the 
specific program needs, as not all practices are equally appropriate for all programs.  However, we believe that all programs could benefit from using this 

framework to reason about their employment of DevSecOps methodology.  
1 Informed by DoD DevSecOps Initiative: http://dccscr.dsop.io
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